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Profixed Interiors Ltd Privacy Policy 

This is an important notice regarding your privacy and the way in which Profixed 
Interiors Ltd (referred to as “We” and “Us” in this policy) collects and makes use of 
your personal data. We want to be open and transparent with you, and therefore 
encourage you to contact us if you have any questions about this policy or the ways 
in which we use your personal data. 

We take our privacy responsibilities seriously and are committed to protecting and 
respecting our employees’ privacy. 

This policy sets out the basis on which any personal data we collect from you, or that you 
provide to us, will be processed by us. Please read the following carefully to understand our 
views and practices regarding your personal data and how we will treat it.  

For the purpose of applicable privacy legislation, the data controller is Profixed Interiors Ltd 
of Unit C1 Access 12, Station Road, Theale, Reading, RG7 4PN. Our company registration 
number is 6168053. 

Questions regarding this policy should be directed to our Data Protection Compliance 
Manager. The Data Protection Compliance Manager is responsible for ensuring compliance 
with the Act (whilst applicable), the incoming Regulations and with this policy. That post is 
held by Company Secretary, 07812 047261, claire@profixedinteriors.co.uk. Any questions 
about the operation of this policy or any concerns that the policy has not been followed 
should be referred in the first instance to the Data Protection Compliance Manager. 

1. What information do we collect from or receive about you? 
 
We will collect and process the following data about you:  
 

Information you give us: 

• You will give us information about you during your interview and application 
stage, when you become an employee of or work for the business and during 
your employment for example, by providing your CV, contact details, bank 
details and corresponding with us by phone, e-mail or otherwise; 

• You may also give us special categories of information such as racial or 
health related information. 

Information we collect about you:  

• We will collect information about you during the course of your engagement 
with us, for example information: 

• From your references; 

• Collected during grievance or disciplinary meetings; 

• On your employee file; 
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• Emergency contact information; 

•  Secure entry system; 

Information we receive from other sources.  

• We work closely with third parties including service providers in technical, 
payment and delivery services, IT and infrastructure services and analytics 
providers. We may receive information about you from these third parties. 
That information will be covered by this privacy policy.  

• We may be required to carry out right to work checks, fraud protection and 
criminal background checks. In performing these checks we may receive 
information from external third party search providers assisting us with these 
checks. 

• We may receive information from employee benefit providers such as the 
employee pension provider. 

• Other sources include outsourced payroll providers, outsourced HR support 
providers, driving licence verification providers and insurance brokers etc.]. 

2. How do we use the information? 

We use information held about you in the following ways: 

Information you give to us and we collect about you.  

We will use this information: 

• to contact third parties to check your references; 

• to save relevant information on your employment file; 

• to carry out our obligations arising from i) our relationship with you as your 
employer; ii) any contracts entered into between you and us; and iii) to 
provide you with the information that you request from us; 

• to contact you or a third party in the event of an emergency; 

• to ensure our offices are secure and access to certain areas is restricted or 
monitored; 

• to provide third party service providers your details in order they can 
provide you with services ancillary or complimentary to your employment, 
for example outsourced payroll providers, pension providers, outsourced 
HR support providers etc.; 

• to notify you about changes to your employment or the business; 
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• to provide third party search providers your information in order such 
providers can assist us with right to work checks, fraud protection and 
criminal background checks; 

• to contact you if we wish to use your information for a purpose not set out 
in this policy. 

Information we receive from other sources. We will combine this information with 
information you give to us and information we collect about you. We will use this 
information and the combined information for the purposes set out above 
(depending on the types of information we receive). 

Monitoring communications & activities 

• We have the facility to monitor communications and activities to protect our 
business interests, for example uncovering criminal activity or gross 
misconduct. 

3. Disclosure of your information 

We will share your information with the following categories of selected third parties: 

• suppliers and sub-contractors for the performance of any contract we enter into with 

you; 

• the third party benefit and service providers which provide services ancillary or 

complimentary to your employment; 

• if we are under a duty to disclose or share your personal data in order to comply 
with any legal obligation; or to protect the rights, property, or safety of Profixed 
Interiors Ltd, our customers, or others. This includes exchanging information with 
other companies and organisations for the purposes of right to work checks, 
immigration status, fraud protection and criminal background checks. 

4. Basis for processing your personal data 

Where we disclose your personal data to third parties 

• In certain situations we may ask for your permission before sharing your information 

with third party services providers. In such situations, we will be relying on your 

permission for the basis of sharing that information. You have the right to withdraw 

your permission for us to share your information at any time; 

• In other situations, where we collect information about you from third parties (for 

example, right to work checks), we rely on either a legal right to process that 

information or our legitimate interests for collecting that information set out in this 

policy (for example, our legitimate and legal requirement that you have the right to 

work in the UK). 
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5. Where we store your personal data 

Electronic versions of the information you provide to us or we collect about you is stored on 
provided by our cloud hosting solution provider.  

The company which provides this service is Validity. We have confirmed with Validity that 
your information will be kept securely on the hosted servers and not transferred outside of 
the UK / EEA. 

Paper copies of your information such as your contact details and employment file are stored 
in lockable filing cabinets. 

6. How long we will store your personal data for 

We store different personal data for different times depending on what the data is and what it 
is being used for: 

 

• Contact details, emergency contact details, references, right to work checks, 
disciplinary and grievance correspondence, fraud protection and criminal 
background checks for the duration of your employment; 

• CVs: we have taken a decision at board level in relation to any CVs provided to us 
and we will store any CV you send us for no longer than 1 year. The reason for 
keeping CVs for up to 1 year is that we may still place candidates during this time; 

• Legal, accounting & tax and regulatory information: we will keep this information for 
as long as is required under the legislation requiring us to hold this information. 

7. Your rights 

You have the following rights in connection with your personal information held by us: 

• you may request information on what personal data we hold and access to it; 

• you may request we rectify any data we hold about you (i.e. if the data is incorrect), 

erase that data or restrict the types of processing we carry out in respect of that 

data; 

• you may request we provide you with the personal data we hold about you in order 

you can use it for your own purposes across other services.  

8. Changes to our privacy policy 

Any changes we make to our privacy policy in the future will be notified to you via the 
Company website. We may change, modify, add or remove portions of this policy at any 
time, and any changes will become effective immediately, and will apply to personal data 
collected on or after such date. 

 


